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FOI landscape is constantly evolving and the OAIC must be at the forefront of the Government’s response 

to whole-of-society future challenges.  

The OAIC’s roles matter to Australians and to the Government. Eighty-four per cent of Australians want 

more control or choice over the collection and use of their personal data.18

19 Over 90 per cent of Australians 

believe it is important that they have a right to access government information.19

20 The Attorney-General’s 

 tatement of  xpectations for the OAIC acknowledges the OAIC’s ‘invaluable work’ as it reorients elements 

of its mandate. 

It has a broad remit, which the Government has expanded in recent years  

The OAIC has a broad range of functions under around 37 different pieces of legislation, including the 

Competition and Consumer Act 2010 (in relation to CDR), the My Health Records Act 2012 and the Privacy 

(Credit Reporting) Code 2014.  

The OAIC’s remit has expanded in recent years. Legislative change has given the OAIC additional powers 

and responsibilities, including new information-gathering powers in the NDB scheme; information-sharing 

and enforcement powers; powers and functions under the Competition and Consumer (Consumer Data 

Right) Rules 2020; and privacy regulation of the Digital ID and the COVIDSafe app.  

It must strike a balance between performing core non-discretionary work required under 

legislation and its discretionary strategic and enabling work  

The OAIC has some discretion about how it performs its legislated functions. It must perform certain 

functions, such as managing privacy complaints and IC reviews, broadly in line with demand for these 

functions. Other functions, including investigations and assessments, are discretionary and can be 

undertaken in a more targeted and strategic manner. 

The OAIC has many roles for an agency of its size, reflecting the breadth of primary and subordinate 

legislation that fall within its remit. As a result, its priorities and resourcing allocation need to be regularly 

reassessed for appropriateness. 

The  trategic Review team developed a framework for mapping the OAIC’s statutory functions by the 

following three categories: 

• CRITICAL | Mandatory functions required by legislation that are critical responsibilities for meeting 

privacy and FOI obligations 

• STRATEGIC | Other activities related to privacy and FOI that the OAIC is empowered – but not 

mandated – to exercise by legislation 

• SUPPORTING | All other functions that, while not directly involved in the regulatory process, are vital 

for the OAIC to operate. 

The functions in each category across the OAIC’s core regulatory remit are shown in Figure 9. Appendix C 

provides more detail about statutory obligations mapped to the agency’s functions. 

 
19 OAIC, Australian Community Attitudes to Privacy Survey, August 2023, p 18. 
20 Information and Privacy Commission and Woolcott, Cross Jurisdictional Information Access Study, June 2023, p 6. 
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In 20 4, the Government proposed abolishing the OAIC as part of its ‘smaller government’ agenda, with a 

proposal to move the OAIC’s functions to other agencies. The legislation to dissolve the OAIC lapsed in 

the Senate at the end of 2014.  

 

The current structure, size and resourcing reflect the agen y’s legislative responsibilities  

The OAIC has 193 staff working across Australia and separated into five branches that cover privacy, FOI 

and CDR functions. The agency is currently led by the IC and PC – a dual role that is performed by a single 

individual – and the FOIC. The OAIC’s structural arrangements are shown in Figure 11. 

Figure 11 | OAIC structure 

 

The agency received around $46 million in funding in 2023-24, split evenly across ongoing and 

terminating funding. Over the past ten years, its total resourcing has increased significantly from an initial 

base of $10 million. It has had a 117 per cent increase in ongoing funding over the decade and, since 

2019, a considerable increase in funding for both ongoing base and terminating functions. 

At least 37 different pieces of legislation confer functions, powers or responsibilities on the IC, or create 

requirements that other bodies consult with the IC on privacy matters. 

An overview of the OAIC’s current resourcing, staffing and structure is shown in Figure 12.  

Figure 12 | Overview of resourcing, staffing and structure 

 

The OAIC has adjusted to changes in Commissioners in recent years. The FOIC role was left vacant from 

2015 to mid-2021, while the PC and IC roles have been fulfilled by a single individual since 2015. The 

decision to appoint three individuals to all three Commissioner roles was made in 2023 and will take effect 

in February 2024. 
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The agency has been the subject of several Senate inquiries in recent years. Most recently, the FOI Senate 

Inquiry focused on the processes and resourcing of the OAIC’s FOI Branch, in addition to concerns raised 

about the agency’s culture. The inquiry’s recommendations are covered in more detail in chapter 3. 

The OAIC has implemented reforms to its operating model in response to its changing 

operating environment and broader remit 

The OAIC has made substantial changes across all elements of its operating model in the past few years in 

response to changing demands in an evolving external landscape. Key changes are shown in Figure 13. 

Figure 13 | Overview of recent reforms to the OAIC’s operating model  
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The majority of the OAIC’s efforts are directed towards case management activities 

The majority of the OAIC’s staff effort is directed towards making decisions related to IC reviews and FOI 

complaints in the OAIC’s FOI jurisdiction, and privacy complaints in the agency’s privacy jurisdiction. These 

are broadly referred to as ‘assess and decide’ activities, which are outlined in Figure 14. Around 20 per cent 

of the OAIC’s effort is directed towards investigation and enforcement activities; around 20 per cent is 

distributed across engage, guide and educate activities and partnering; and the remaining 10 per cent is 

applied to conciliation and monitoring. 

Figure 14 | Allocation of regulatory effort20

21 

 

Source: OAIC Workforce Allocation Survey 

2.3 The OAIC’s performan e 

The agency has continued to address its growing caseload while also performing its other significant 

functions, including monitoring, enforcement, regulatory guidance and advice. 

Substantial staff effort is allocated to meeting demand for certain critical functions 

The focus of OAIC staff effort on making decisions in respect of IC reviews and privacy complaints, as 

outlined above, has meant that increased demand for these functions has been keenly felt across the 

organisation. 

The numbers of requests for IC reviews (see Figure 15) and privacy complaints (see Figure 16) have 

increased since the OAIC was established. As cases have grown faster than they have been resolved, the 

case backlog – as measured by the number of cases unresolved for more than 12 months – has risen. This 

has been most pronounced in the OAIC’s IC review jurisdiction. 

 
21 As assessed by the Strategic Review through a Workforce Allocation Survey that was circulated to all teams across the OAIC. 
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There are increasing numbers of applications for IC reviews of FOI decisions  

The number of applications for IC reviews has increased steadily since 2015, with an average annual 

growth rate of 7 per cent over that period. 

The increase in the number of IC reviews on hand is due to the backlog of IC reviews, the increasing 

complexity of applications seeking information relating to third-party individuals or national security 

matters, and an increase in the number of matters that are voluminous or raise multiple and overlapping 

exemption claims. Growth in the number of new IC review applications received and applications 

outstanding is shown in Figure 15. 

As more IC review cases have been received by the OAIC than have been finalised in recent years, the 

number of cases over that are over 12 months old has steadily increased. There is no statutory timeframe 

for IC reviews but the OAIC’s performance measures set a target of finalising 80 per cent of applications 

within 12 months. The average time taken to finalise an IC review in 2022-23 was 9.8 months.21

22 

Figure 15 | Number of IC reviews since 2011 

 

Source: OAIC Annual Report 2013-14, OAIC Annual Report 2018-19, OAIC Annual Report 2022-23 

  

 
22 OAIC Annual Report 2022-23. 
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3.1 Technological drivers of change 

Technological shifts will lead to new risks to privacy and a growing expectation among 

individuals and the community that the OAIC will respond 

As the digital transformation of our economy accelerates, the volume of data managed by entities 

regulated by the OAIC will continue to expand and the methods used to process this data will become 

ever more complex.  

Advances in AI and machine learning will lead to regulated entities using more sophisticated data 

processing techniques. This will place pressure on the OAIC to provide advice and develop guidelines on 

how technologies can be developed, used and stored in ways that meets privacy obligations.29

30 Data 

breaches are becoming larger and more common as the amount of personal data being exchanged 

through digital platforms grows and rates of cyber crime increase. These breaches are linked to the 

regulatory context within which they occur, so the OAIC’s actions and legislative reform will be important 

to prevent problematic data practices and behaviour by regulated entities. 

Some of the most significant technological drivers of change and their likely implications for the OAIC in 

the coming years are summarised in Figure 21. 

 
29 Analysis assumes that the OAIC will see greater demand placed on some of its functions following the Government’s decision in 

relation to the Privacy Act Review recommendations. 
30 Currently, it is unclear which regulator or regulatory scheme will address emerging issues linked to AI safety and AI ethics. In the 

absence of a dedicated AI regulator, the OAIC is well positioned to have a role in minimising harms from AI while maximising benefits. 
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3.2 Social drivers of change  

Changes in societal expectations are contributing to a desire for government to do more 

to uphold privacy and information access rights 

Societal expectations of individual privacy protection are changing as Australians become increasingly 

aware of their privacy rights and the importance of personal information security.39

40 Awareness has grown 

following a number recent high-profile and large-scale data breaches that focused attention on online 

privacy and forced individuals to reflect on how their personal information is stored, managed and shared 

online.  

The latest Australian Community Attitudes to Privacy Survey found that 62 per cent of Australians view the 

protection of their personal information as a major concern, but only 32 per cent feel in control of their 

data privacy. As a result, expectations about OAIC and broader government action are growing – 

89 per cent of Australians would like government agencies to do more to protect their personal 

information, including through legislative change.40

41 

Levels of public engagement on privacy issues and awareness of privacy rights are likely to increase, 

resulting in the OAIC needing to deal with more enquiries and complaints. When significant privacy 

breaches occur, expectations of government intervention are likely to increase, putting extra pressure on 

the OAIC’s enforcement capacity. 

Similarly, there is increasing public awareness of the right to access information held by public entities. 

Among respondents to the 2023 Australian Government Information Access Survey, 91 per cent indicated 

it was important to have the right to access government information, up from 84 per cent in 2019.41

42 

Among respondents to the Information Access and Community Attitudes Study, 83 per cent agreed that 

public access to government information improves transparency and accountability. 42

43 This awareness will 

likely lead to more individuals exercising this right, increasing the volume of IC reviews and FOI 

complaints. Societal expectations reflect that the public wants more action to prevent government entities 

from delaying public requests for information or dealing with these requests inadequately. 

  

 
40 Australian Community Attitudes to Privacy Survey, 2023. 
41 Australian Community Attitudes to Privacy Survey, 2023. 
42 Australian Government Information Access Survey 2023. 
43 Office of the Victorian Information Commissioner, Cross Jurisdictional Information Access Study, May 2022. 
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3.3 Political drivers of change  

The  overnment’s e pe tations of the OAIC have evolved in response to increasing 

privacy harms 

The Government clearly articulated its priorities for the OAIC in the Attorney-General’s 2023  tatement of 

Expectations. It expects the OAIC to promote and regulate the protection of personal information in line 

with the objects of the Privacy Act and access to information through the operation of the FOI Act.43

44 

The Government acknowledges the increasing importance of the online environment for the economy, 

education and social connections. It expects the OAIC to focus on regulatory activities to address privacy 

harms that arise from the practices of online platforms and services that impact individuals’ choice and 

control; promote awareness of privacy risks; provide guidance on how to protect personal information 

online; and take an integrated approach to embedding compliance and enforcement policies, project 

planning and risk management activities in respect of CDR. The Government also expects the OAIC to 

address privacy breaches and deal with entities that are not complying with privacy obligations. It also 

expects the agency to promote awareness and provide guidance on privacy risks to regulated entities and 

individuals.44

45  

Significant legislative and policy reforms and reviews – particularly the Privacy Act 

Review – will increase demand on the OAIC 

The OAIC’s remit will expand if the Government implements its recent legislative and policy reforms, with 

the most significant being the Privacy Act Review.  

Some proposals in the Privacy Act Review will materially change certain functions the OAIC performs and 

introduce new functions. The proposals seek to bolster privacy protections, adapt policy guidance to the 

changing technology landscape and expand the OAIC’s enforcement capabilities – for example, by 

empowering the IC to issue civil infringement notices for low-level administrative breaches of the Privacy 

Act. The Government has agreed or agreed in principle to most of these proposals. 

The expansion of CDR to more sectors of the economy will also intensify the OAIC’s regulatory role, 

requiring further resourcing and specific CDR capabilities. 

The recently completed FOI Senate Inquiry could see legislative and policy changes in relation to the IC 

review and complaint processes if some of the Senate committee’s recommendations are accepted by 

Government. 

 
44 Attorney-General’s  tatement of  xpectations, p 2. 
45 Attorney-General’s  tatement of  xpectations. 
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4.2 The strategic plan 

The strategic plan outlines the agen y’s purpose and strategy for upholding information 

rights 

The current strategic plan includes the elements expected of a regulator with the OAIC’s remit. A high-

level snapshot of the plan is shown in Figure 32. The OAIC’s purpose, vision and key activities and/or 

strategic priorities have not changed since 2019. 

Figure 32 | Summary overview of the current strategic plan 

 

Source: OAIC’s Corporate Plan 2023-24 

Aspects of the plan already reflect an enforcement posture and risk-based approach. The strategy to 

‘prevent privacy harm and uphold the community’s access to information rights in the areas of greatest 

impact and concern’ is strong and reflects an intention to take a risk-based approach. This is bolstered by 

the OAIC’s commitment to adopt a risk-based and data-driven approach to its activities in its key activity 

of ‘taking a contemporary approach to regulation’. 

Aspects of the strategic plan detract from its clarity and ambition  

The OAIC is regulating in an environment of increased risk that has prompted new and different 

expectations from the Government and the community, as discussed in chapter 3. These expectations call 

for an ambitious strategic plan that clearly articulates the OAIC’s commitment to protecting the 

community from harm, and how the agency will deliver on that commitment.  
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4.3 The OAIC’s regulatory posture 

The OAIC focuses its efforts on responding to individual cases 

The OAIC generally focuses on complaints and individual matters, reacting to matters received. It allocates 

around 60 per cent of its regulatory effort to responding to individual complaints and IC reviews.48

49 These 

are critical functions that are legislatively mandated (as described in chapter 2), and by their nature are 

generally reactive.  

The OAIC has discretion over how it exercises its critical functions and how it balances its effort across 

critical, strategic and supporting functions. As discussed in chapter 2, it has a broad remit that includes 

critical and strategic functions such as investigations, education and engagement. The agency must 

respond to complaints but has discretion over how to respond and what proportion of its overall effort it 

should invest in responding to complaints over other functions. 

Despite increased enforcement activity the OAIC is not yet perceived as a strong 

enforcement regulator 

Until recently, the OAIC did not place a strong emphasis on using its tools and powers to deter non-

compliance among regulated entities. In recent years, it has been moving towards a more enforcement-

focused posture. Key changes include the following:  

• A Major Investigations Branch was established in 2022-23. The OAIC has three open investigations – 

against Optus, Medlab and Medibank – in relation to significant data breaches. It launched its first civil 

proceedings in 2020 against Facebook and issued further proceedings against Australian Clinical Labs 

in 2023. Both proceedings are on foot in the Federal Court.  

• The OAIC’s Regulatory Action Committee (RAC) provides a forum for considering matters for 

enforcement. In recent years, matters identified through privacy assessment have been referred to the 

RAC and resulted in CIIs. 

• The OAIC conducts assessments to monitor regulated entities’ compliance with privacy obligations. 

These assessments enable identification of non-compliances and inform enforcement action. 

• The OAIC conducted a CII and follow-up into the Department of  ome Affairs’ compliance with FOI 

processing timeframes in 2020. This investigation found shortfalls and made recommendations that 

have been implemented, significantly improving the department’s FOI policy, procedures and 

outcomes for applicants.  

Despite its increased enforcement efforts, the Strategic Review heard from 

a range of staff and stakeholders that the OAIC is not perceived as a 

strong enforcement regulator. A staff member who engages with 

regulated entities expressed the view that the agency needs to “restore 

confidence that it is a trusted regulator” and that it has “a timid regulatory 

posture, meaning the community is not getting the protections/rights it 

expects. Regulated entities are not worried about us.” 

Respondents to the OAIC’s first stakeholder survey identified that it could 

improve its use of the full range of its regulatory tools and powers to 

pursue privacy breaches in the digital environment. One stakeholder 

engaged for the Strategic Review reported that there is “no sense of fear 

 
49 The percentage of FTE involved in regulatory activities was obtained from a staff workshare survey submitted to the Strategic Review 

team in December 2023. 

“Rather than such 

significant resourcing 

spent on one individual 

complaint, can we put 

our resources into 

activities that can assist 

more people in the 

community?” 

OAIC staff member 
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among regulated entities” that action will be taken following non-compliance.  

These perceptions support the need for the OAIC to take, and to be seen to take, stronger 

regulatory action. 

Difficulties changing embedded practices and ways of working, high workloads and the reactive nature of 

some of the agency’s functions have contributed to the challenges in shifting to a stronger, proactive 

regulatory posture. One OAIC staff member noted staff “struggle to find time to modernise due to 

constantly high workloads”. Another said they would like to see the agency develop an “ability to say no to 

things, not always agreeing that we will get something done and considering workload based on 

priorities”. The OAIC’s reactive posture is partly due to the inherently reactive nature of certain of its critical 

functions – particularly privacy complaints and IC reviews.  

The current regulatory posture does not set up the agency to meet the magnified and 

changing risk of harm to the community  

The OAIC’s predominantly reactive nature and focus on individual matters is not appropriate for 

responding to increasing potential harms. If it continues working in this way, it will not shift regulated 

entity behaviour far enough towards greater compliance, even as it receives ever-increasing and complex 

individual matters that reflect the greater external risks. 

As detailed in chapter 3, the entities the OAIC regulates pose increasing risks to the information rights of 

individuals and the community. This requires the OAIC to adopt a more enforcement and education-

focused posture to effectively respond to and deter non-compliance and shift regulated entity behaviour 

through education.  

Government, stakeholders and the community expect the OAIC to respond to changing 

risks and demand by focusing on enforcement and education activities 

Expectations of the OAIC are expanding in line with changing and increasing risks in its operating 

environment. The Government and the community expect the agency to be more interventionist and to 

conduct more education and enforcement activities in the areas of privacy and FOI. 

The Government has provided strategic direction on the agency’s changed regulatory posture in the 

Attorney-General’s Statement of Expectations. It expects the OAIC to focus on addressing privacy harms, 

promote awareness of privacy risks and provide guidance to regulated entities and individuals. 

In addition, the community and stakeholders expect more government intervention for both privacy and 

FOI (see section 3.2): 

• The community would like government agencies to act and do more to protect their personal 

information (89 per cent of respondents to the Australian Community Attitudes to Privacy 

Survey 2023). 

• Witnesses to the FOI Senate Inquiry called for a more responsive FOI culture, a proactive disclosure 

culture and stronger pathways for accessing personal information outside the FOI regime. 

•  takeholders who responded to the OAIC’s first stakeholder survey would like to see more timely 

guidance and advice on the operation of the FOI Act. 
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understand how they are meant to work together. In particular, it is not clear how the regulatory priorities 

feed into prioritising matters in each regulated area. 

The OAIC has made some progress on clarifying how the regulatory priorities and approach work in 

practice. The Regulation and Strategy Branch’s draft prioritisation framework sets out prioritisation 

principles to guide decision-making on where the branch should direct its effort, including impact on the 

community, strategic significance, risk of action or inaction, and resourcing implications. Practical guidance 

in the draft framework is in line with the modern risk-based approach discussed in section 4.4. 

Refining, regular reviewing and implementing regulatory priorities will help to focus 

efforts where they can have the greatest impact  

If the OAIC consistently identifies the highest risk matters, with significant potential for harm, across its 

whole remit, it will be able to refine its regulatory priorities to make them more targeted and sufficiently 

clear to identify and address risks through regulatory action. 

The highest risks it will need to address are likely to change from year to year. In its decision-making on 

prioritising its activities to address risks, it will need to consider increased demand for action and the 

changing expectations of government and the community. There is value in the OAIC reviewing its 

regulatory priorities on a more regular basis to ensure it focuses on areas where it can have the 

greatest impact. 

It will be important to embed regulatory priorities in day-to-day operations by: 

• providing communications from senior leaders and Commissioners around the harms that the 

regulatory priorities address so that staff understand why certain matters are prioritised 

• achieving buy-in from staff so that they consider regulatory priorities as part of regulatory 

decision-making and deliver work in line with the priorities 

• using the regulatory priorities to inform strategic decision-making by the Commissioners.  

4.4.2 The current approach to regulatory action is not sufficiently 

risk-based 

The agency has articulated its approach to regulatory action across its remit, and some 

aspects are risk-based  

The agency has released detailed information about its approach to using its regulatory powers. It has 

published regulatory action policies for privacy, FOI, CDR, digital health and international work, as well as a 

guide to privacy regulatory action. These policies demonstrate deep thinking about its areas of expertise.  

Aspects of the current approach to regulatory action are risk-based. The RAC considers significant privacy 

regulatory risks and what actions to take in response. It takes a risk-based approach to decision-making by 

prioritising significant privacy risks, in line with its regulatory priorities. The Regulation and Strategy draft 

prioritisation framework identifies ‘impact upon the community’ as a prioritisation principle that should 

prompt consideration of relevant harms and their impact when making decisions about the branch’s work. 
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The approach to regulatory action is not sufficiently integrated or linked to the OAIC’s 

strategic plan or regulatory posture 

 plitting the OAIC’s regulatory approach into different components is a missed opportunity to articulate 

an agency-wide, strategic approach to regulation. The breadth of its regulatory functions means that 

stakeholders and staff do not have a clear sense of its overall approach to regulation. One Executive-level 

staff member noted that “every branch has a focus, we need an agency focus now”. 

The current regulatory approach is largely focused on the process for exercising individual powers. The FOI 

and privacy documents refer only to regulatory powers rather than the agency’s full range of regulatory 

tools. The joint Australian Competition and Consumer Commission (ACCC) and OAIC Compliance and 

Enforcement Policy for CDR goes beyond setting out powers and processes, stating priority conduct for 

enforcement action. This policy approach could be translated to the FOI and privacy documents.  

The regulatory approach documents are not clearly linked to the agency’s strategy or posture, hindering 

the OAIC from integrating its approach with its strategic outcomes and focus. Its regulatory action policies 

do not refer to the regulatory priorities or key activities. They do not outline when the agency will take 

certain actions over others (for example, which matters are appropriate for education versus enforcement).  

The culture of technical excellence hinders a risk-based approach 

The OAIC’s culture of technical excellence and detail orientation (see section 7.3) limits its ability to be risk-

based. The Strategic Review team observed that the agency appears to place a premium on delivery, being 

technically expert, getting the details right and managing risk to the agency. This means it makes decisions 

that can withstand external scrutiny but result in less constructive outcomes, where effort invested is 

disproportionate to the risk, or the focus is on risk to the agency instead of risk of harm to the community. 

Changes to the OAIC’s culture will be required to support it to embed a risk-based approach. OAIC staff 

need support to consistently focus on harm to the community by regulated entities, permission to step up 

from the detail where appropriate, and an ability to take risks, which is inherent in litigation and required 

for an enforcement posture. 

The Government and stakeholders expect a more risk-based approach 

The Government expects the OAIC to prioritise its regulatory functions and take a contemporary and 

proportionate approach to regulation. The Regulator Performance Guide lists ‘risk-based and data-driven’ 

as one of three principles of regulator best practice. The Government expects the agency to use resources 

strategically to provide the greatest benefit for the community and to prioritise regulatory activities in 

accordance with these principles.  

Stakeholders also expect the OAIC to take a more risk-based approach. Stakeholders who responded to 

the OAIC’s first stakeholder survey gave it the lowest score for the extent to which its activities are 

risk-based and data-driven. They also identified that the OAIC could improve how it prioritises resources, 

to focus more on the areas of highest risk or harm.49

50 

4.4.3 The future integrated regulatory approach  

To continue its journey to becoming a modern risk-based regulator, the OAIC needs an 

overarching statement of its risk-based approach  

Effective, modern regulators prioritise activities in areas they consider high-risk, and other areas of 

identified strategic importance. A risk-based approach acknowledges the limited resources at a regulator’s 

 
50 OAIC stakeholder survey, 2023. 
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Implementing a new regulatory approach will change demand and the mix of regulatory tools and powers. 

For example, more education should improve compliance, resulting in less conciliation and assessment of 

complaints. The OAIC’s framework will need to be dynamic and informed by monitoring emerging risks, 

which will feed into changes to the regulatory approach. The emphasis on different regulatory functions 

will change and should be reviewed annually, together with the regulatory priorities. 

Figure 36 | Indicative framework of regulatory powers and tools 

 

Orange = significantly increased use of tool | Yellow = increased use of tool | Blue = more efficient use of 

tool  

The OAIC should do more with some tools and powers, and use others more efficiently 

In selecting which regulatory power or tool to use in which circumstance, staff should note: 

• The framework in Figure 36 intentionally moves clockwise, starting with softer powers and tools to 

support regulated entities to comply, through to harder enforcement powers. This does not mean all 

actions will be required or that actions must be taken in the clockwise order.  

• Many matters will require several tools or powers; for example, the OAIC may engage with a 

non-compliant business and allow time for it to improve its practices. It may then monitor the 

business for compliance and if there is continued non-compliance, the agency may move to 

enforcement through harder measures such as applying to the court for a civil penalty order.  

• The tool used will depend on the circumstances. For some regulated entities, the OAIC may proceed 

directly to enforcement following non-compliance where previous education and/or guidance efforts 

have been unsuccessful or where there has been serious harm. For others, such as a new online 

platform or a first and minor non-compliance by a regulated entity resulting in little or no harm, 

education or guidance would be the more effective and appropriate tool from a resourcing and 

behaviour change perspective.  

• The framework indicates which tools and powers the OAIC should use more of and which it should use 

less of to achieve the updated posture and align with the strategic plan. Which tools and powers are 

used more or less in practice will depend on where the greatest risks lie and which will be most 

effective in addressing that risk.  
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